BitLocker MNZ# %1%

BIEE
Jan 23,2026

EYSHIRLLEMBDTIRNIFES, BHIBEESHMNL, RIBHMMNSIT, £/ BitLocker £&10
0] LUK S0t 28 XUBQ PR R 350k 99%. N, 2023 SR AR I EE IR A BMELSHEE H BUREIEI
M, MEA BitLocker FUZIASEGINI AT S T KM, XKXALEHOLE T LRMENEEM, BitLocker 2
Windows RFEREBMNSEMZETE, B Windows Vista i£3I\, ZiF TPM (AIEFAIER) EHME, s
THARIPRFRIBIER, SXSEI¥ME BitLocker BIMZENG. TIERE. REMURRIESLR, BB ITE
R, R2TEMNEE Windows AP RNEBRHABERNARXTIEA. MEMEFIRNF, BITEZRSRITEH
KR, BERiE. RENE. Re9N, EEREHRARREE, BIXLERD, RERERNAETEMIR
FEBE BitLocker, MRHIERETE.

1 BitLocker EHht&1iR

BitLocker Wiz ETHESEANLEMBEES, TEMAZRMBUBERHITEREMRI, Z#HF Windows 7
XKLL E Pro #1 Enterprise fr#ds, Lttoh, BIRMEZSEZRINENIS], €3 TPM &4 PIN. %635 USB &5, X—
MM Windows Vista FFEA . W FEEIRNES, BitLocker ZIFEGHARDL, BIREMER NTFS XHRS
B F—PMXBEUR 48 UHFMEFRHNED, AJEMEE Microsoft kP . Active Directory Z it
B, BERTEESERTHIERTE.

FEREHERASE, BitLocker SBZUEFEF(ER TPM 1.2 5% 2.0 IR, XRBHAIINRERE., FR, RAXKM
KA UEFI SISREXHER GPT XK, XEBHERM, UZHMAMERE, tsh, CPU FELIF AES-NI
B, ULIBHIERME, MME2ERAEEE,

BitLocker FIMNZEE ZFEERT AES-128 5 256 fis&E, £ Windows 10 REEARAHERIAFE XTS-AES
B, XMEXTARENEIRIT, EBRERELEERXRAKE, BRESMUBRRLINE, REFENESM
5%8M%,

2 BitLocker INZEA ¥R

BitLocker WEAA R MR AT 2L, RAZERIPIH. BABARBEREZK PIN Bi@d PIN 5%
HWEBBNIE, EHeEMBEEA (FVEK), FVEK ARMEBERREHRER, fEfE, FVEK EEZH (VMK)
®iF, VMK xEZF5R% 256 MNERE, USRS MRIFEEE. BANEERN (KEK) #—FME VMK,
i TPM RN F 1R 2R (SRK) fRIF VMK, HEE TPM FiBEENE, XD RRITHRREIERER—EF
W, HthEMeERMEEIR, B8R, BB PIN 2MEBLER FVEK, FVEK (RIPEHER, VMK RIF
FVEK, KEK # TPM By SRK BEMN%E VMK, FRREMZHREFE,



3 EESHPELK 2

ERFBIMIEF, BitLocker BINIEIKH PCR (FRECEF 728 MINE, &S, BIOS st UEFI EHME,
HNERSEE, SESISMBBNAZNAEE. XENEEEFMEE TPM 8 PCR . 1R PCR ESTIRE
LS, TPM M SRK kfEE VMK, FEfE, AP PIN U2, #—S#8 FVEK, RAERA FVEK #&
HHER, MN# Bootmgr H# AN Windows, 7EX TPM RIERT, BNIREHAAFIE, KEE4BEEIE,
XRRReE, BERTIRENHIFR,

BitLocker Z#HFZMMERN, SMRNENF. K2MMMELEZENE, 4 TPM EIUKMEEM B E5hI0IIE,
BER=MENES, HaeehRl, EATERAF T, TPM I PIN 2R5INSZEKRIAE, REtEEZ2ME,
EEIEREFFSHIRIR, (NREEBN. XEEERAMRGLI, TeUhE, AANSZENRBERE, BXMER
K. USB ZAEANFIAAIBILE, REtSL2ESHMERN, EGEIETTR XERANMILRE
TPM &SI RIFRAI L,

HIEMERRRERRE, § 512 FHREINIMA XTS-AES Bit, XMBEAEAMMMIIAN AES &R, —
MNEBAX, B—1EM tweak B, BIERIVBRUKREIIKENK S, 7 SSD £, &Bh AES-NI BEAFINE, MNE
HEFEE 500MB/s. It5h, BitLocker RMERTTIE, NEMMERBEZMNEIERE, FLTHiEHE,
BT XEEN, HBIREMEHERYIESR, BXERNERAER.

ZREEMMER BitLocker BXBIT, MEBPAETHFAREIMAN (SID) £, EEN 48 U#F, &
B ZMAHEME, MYE Microsoft WP, Active Directory SEIEITENRTF. BHRIENEIARTFEERRE
AT TAENMRIPSE, FIRERIBERIPSEHRNMRIPS. XFURAREN, EFFaMHIT.

3 EESHELK

ELFREESR, mLTIARSMAEE BitLocker BIHE %, L PowerShell Afl, LT &< B Bit-
Locker F C: #&, fF£/H XTS-AES 256 fiiN%E, #H 4 & TPM M PIN (RiF 28, BEAMIRE RE R

#8. Enable-BitLocker -MountPoint C: -EncryptionMethod XtsAes256 -TpmAndPinProtector
-RecoveryPasswordProtector, XM BN ERAHRAMY, REVHRENZLIRE, AP IKE PIN,
HERMEZHRHDEIEENME, -Encryptionllethod XtsAes256 IEE=K XTS L, MRRERTESM
fE; -TpmAndPinProtector EUEZEENGI; -RecoveryPasswordProtector HERIEIE A, WHE
RE,

EIEFIP2R0Y, AJfEA manage-bde -protectors -adaccount C: -Domain MyDomain #5<, Zen<#
C: EMRIFPHEMEIETEIKF P, B, ENEIFIRIFETIR, AR VMK IIERE LEZE Active
Directory, AERWEHREE, -adaccount SHIEEENI, WHREHSEHMAF SID X, ZFHAMRIHE,
HERIPELIPHRP LA, I3 Suspend-BitLocker -MountPoint C: -RebootCount 3. LtEm<IGET
BRAMNE, EE=XEEMRE. -RebootCount 3 SILEMEEIITEY, MILEREE,; &HTF BIOS EH#
Rongds, #RmEedi.

Group Policy B WRELERIZLD, @iT gpedit.msc FME NTENEE > EEEIR > Windows A >
BitLocker IR&h28MN%1, BRAKEEINEE PIN KEA 8 il L. XWRFIBIGESR—ITE, #RBEE.
FFFALIREE, MBAM (Microsoft BitLocker Administration and Monitoring) RIEZFFFEEHRL, AJE
B% Active Directory, XIMMBEMEMN SRS, e EIERE XTS &2, HBEIEEMNHILIE AES-NI N
¥®, FlaNfERA CrystalDiskMark LbiaIEEE,



4 ReHHSRERE 3

4 REHHSHEHE

BitLocker WEEBMBETHABEIEE, @i TPM BERLRE, BLERNERBRARIZN. ©EZHE
BitLocker To Go, ¥ BZI USB &%, 1RIEBHEIRRI,

A, BEXKREI 2. 55 PIN S#EN, EFfEHERIERE 8 (I LHMFHE, TPM EXELET Secure
Boot B55E, EEWIESISHTEM, MEEXREM DMA FIBE Intel VT-d SE4HIFRE. e 2R
BERDBEFME, NRREHSHFEIRDF.

S5HMT AML, BitLocker MEBXMABMMMNERS, IRMFTLEEN, BFU VeraCrypt FFRIER,; 1HIR
macO0S B FileVault, ©7 Windows IFiEHFEEREMRTE,

5 WRRESHEAR

=i PIN BY, FRAMERARE: ERHAMERE, WA 48 UFHH, RFEHED FVEK Hi#EN Windows,
LS EARFIII TR, NRIEEART.

TPM $iEERTEGERG, &I tom.msc ITHF TPM BIBizH S, BRFAIEEDTE, 8 PCRE, IE&
3 VMK giitgte, MUBAIEERR.

SEfRZEH Disable-BitLocker -MountPoint C:, S ETBEFAEIR, MERBRS. BRHEIRW
0x80310000 Fx TPM RILER, R EZHE Secure Boot SREFH#AK TPM; O0x8004102E NIl A3
AR, ERNEMHEEEIA,

6 LHILSRIELK

BitLocker BE ZEEARRS TPM EHLE, REIENSEMBBRRAR, BRBIBEEVERLIRET
HRe, RELREIFBASHMERHESL; 44 Secure Boot #l Windows Hello 38 ZEEMIF; &
HAITE SRR, £ manage-bde S EMRIFEE. BEREK, Windows 1M BIEIK TPM (VIPM) ARk
N HERBGRNESZE, #—FT BNAHR.

7 PR

SEMINE X (docs.microsoft.com/bitlocker), LU BitLocker Drive Encryption Administration
TH, #—SPIREFILX (BitLocker Cold Boot Attack), SHNEHREHEE. FE&: TUWFERERESE,
& Windows RE£5MMER A,



