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#include <seccomp.h=>
#include <stdio.h=>

#include <stdlib.h>

int main() {
scmp_filter_ctx ctx = seccomp_init(SCMP_ACT_KILL); // #1#aftk Kill #EdiEss
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return 0O;
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{
"defaultAction": "SCMP_ACT_ERRNO",

"architectures”: ["SCMP_ARCH_X86_64"],
"syscalls™: [
{
"names": ["openat"],

"action": "SCMP_ACT_ALLOW",
"args": [
{
"index": 1,
"op": "SCMP_CMP_EQ",
"datatype”: "SCMP_AB4",
"argl": "/"
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